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Abstract

/

Managing the buffer effectively leads to increase in data transmission which in turn paves
the way for network efficiency. Even fraction of a second plays vital role in network
performance involving read and writes operations. The network tre...: analysis could be
used for various data and protocol performance including the buffer capacity. The packet
flow with respect to user request applications are noted and analyzed. Initially, the packet
movement in the network was monitored with only hypertext transfers using HTTP. The
same movement was analyzed with respect to other file transfer applications. ..ie number
- of file downloads bct\;veen the HTTP server and clients are also varied to follow the
behavior of data. The buffer usage was found to be exhaustive leaving no free space for
the newly incoming byte. We pfoﬁose double buffering management system using
incremental movements capable of dual operations simultaneously. This was analyzed
and the ¢« Harative results ““ows ““~t the =~ rin “lir 1 ty
leads to the conclusion that more operations are doneataf  'ra vit pac

to accomm._ _1ite.
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INTRODUC 1 {ON

A network can be tracked based on the packet flow throughout the network. The
available and achievable throughput differs due to various performances related issues.
The network performance characteristics like delay, throughput were measured and
studied. The Local Area Network in networking lab of Bahir Dar University was chosen
for this case study and data readings were noted at the server by varying the time. The
delay D of a network is minimum either if the volume of data has tc be decreased or
increase the throughput (Prathap et al; 2005). Trans-port Control Protocoi (TCPB} is a
reliable, end-to-end, transport, protocol that is widely used to support applications like
telnet, ftp, and http (Stevens W. R, 1994). Though TCP/IP had gained much importance,
the standard TCP does not perform well in high bandwidth delay environments (Kelly T,
2003). Kelly’s Scalable TCP on real networks with a set of systematic tests using
different network were already tested (Li Yee-Ting et al; 2004). The throughput of such
wireless networks scales with the number of nodes, n, in the network (M. Grossglauser
and D. Tse; 2001). This paper also considers the node as specified. A throv_.iput A > 0 is
said to be feasible/achievable if every node can send at a rate of A bits per second to its
chosen destination (Abbas El Gamal et al; 2004). When the network is idle, the number
of users is kept as zero and when the network is functioning with maximum numbers of

users, it is taken as one.

Adhoc Networks

An ad-hoc network is a local area network or small nc.. ork, ¢ ___3 with
temporary plug-in connections, = which sc_..2 i k devie 3 1t
network only for the duration of a co: ) on. It]1 t d  futu
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Initial Buffer Behavior

Network performance and security prevent network problems, conduct effective
troubleshooting and take actions quickly to solve possible problems. The network
bandwidth and other resources are used for accounting, auditing or for network planning
purposes and analysis of the packets passing through the network. Ne...ork Packet
Analyzer CAPSA is an advanced network traffic monitoring, analysis and reporting tool,
based on Windows operating systems. It captures and analyzes all traffic transport over
both Ethernet and WLAN networks and decodes all major TCP/IP and application
protocols. Its advanced application analysis modules allows to vieW and log key
communication applications such as emails, http traffic, instant messages and DNS
queries. The comprehensive reports and graphic views enable to unders*-1d network
performance -and bandwidth usage quickly, to check network health (Colasoft capsa,
2008). Initial HTTP readings were noted by varying the requests as shown in fig 4.
Hypertext transfer protocol was designed to be quick, siml?le, and non instructive. The
connection between a server and a client program is temporary and must be reestab®” "1ed
for every data transfer. A URL is always a single, unbroken line of text with no spaces.
Web browser generally displays the URL of the Web page currently being viewed near

the top of the windows.
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